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E-discovery: Creating and Managing an Enterprisewide Program - A Technical Guide to Digital Investigation and Litigation SupportSyngress Publishing, 2008
Learn to produce evidence-quality data for legal counsel accurately, efficiently and cost-effectively.    

       One of the hottest topics in computer forensics today, electronic discovery (e-discovery) is the process by which parties involved in litigation respond to requests to produce electronically stored information (ESI)....

		

Operations Forensics: Business Performance Analysis Using Operations Measures and ToolsMIT Press, 2013

	Investors and analysts often need to look into a firm's operations more deeply than traditional financial statements and models allow. This book describes newly developed tools for using operations metrics to discern and influence the valuation of a firm. It is the first to present these techniques from a unified perspective: that of...


		

Computer Forensics with FTKPackt Publishing, 2014

	Written by a specialist in digital crime, this book helps you leverage the power of the FTK platform to conduct penetrating computer forensic investigations. With a step-by-step approach, it clarifies even the most complex processes.


	About This Book

	
		Receive step-by-step guidance on conducting computer...







		

BackTrack 5 CookbookPackt Publishing, 2012

	Over 80 recipes to execute many of the best known and little known penetration testing aspects of BackTrack 5

	
		Learn to perform penetration tests with BackTrack 5
	
		Nearly 100 recipes designed to teach penetration testing principles and build knowledge of BackTrack 5 Tools
	
		Provides detailed...



		

Practical Cyber Forensics: An Incident-Based Approach to Forensic InvestigationsApress, 2019

	
		
			Become an effective cyber forensics investigator and gain a collection of practical, efficient techniques to get the job done. Diving straight into a discussion of anti-forensic techniques, this book shows you the many ways to effectively detect them. Now that you know what you are looking for, you’ll shift your focus to...



		

The Official CHFI Study Guide (Exam 312-49)Syngress Publishing, 2007
This is the only official, EC-Council-endorsed CHFI (Computer Hacking Forensics Investigator) study guide. It was written for security professionals, systems administrators, IT consultants, legal professionals, IT managers, police and law enforcement personnel studying for the CHFI certification, and professionals needing the skills to identify an...





		

Encyclopedia of CybercrimeGreenwood Press, 2008
The first comprehensive encyclopedia to examine all aspects of the mysterious world of cybercrime    

There are today no more compelling sets of crime and security threats facing nations, communities, organizations, groups, families and individuals than those encompassed by cybercrime.  For over fifty years crime enabled by computing and...

		

Digital Forensics for Network, Internet, and Cloud Computing: A Forensic Evidence Guide for Moving Targets and DataSyngress Publishing, 2010

	Network forensics is an evolution of typical digital forensics, where evidence is gathered and analyzed from network traffic. This book will help security and network forensics professionals, as well as network administrators, understand the challenges faced by organizations and individuals investigating network-based criminal cases. The...


		

Internet Crimes, Torts and Scams: Investigation and RemediesOxford University Press, 2010

	Internet Crimes, Torts and Scams: Investigation and Remedies helps attorneys understand the increasing range of illegal and malicious internet activity and a similarly expanding number of response or enforcement options. Reflecting a "real-world" dynamic, the book is problem-oriented and cuts across many practice areas including...






		

CompTIA Security+ Certification Study Guide, Second Edition (Exam SY0-401) (Certification Press)McGraw-Hill, 2014

	The best fully integrated study system available for the CompTIA Security+ exam!


	Prepare for CompTIA Security+ Exam SY0-401 with McGraw-Hill Professional--a Platinum-Level CompTIA Authorized Partner offering Authorized CompTIA Approved Quality Content to give you the competitive edge on exam day.


	With hundreds of...


		

Defend I.T. : Security by ExampleAddison Wesley, 2004
The battle between IT professionals and those who use the Internet for destructive purposes is raging-and there is no end in sight. Reports of computer crime and incidents from the CERT Coordination Center at Carnegie Mellon University more than double each year and are expected to rise. Meanwhile, viruses and worms continue to...


		

EnCase Computer Forensics: The Official EnCE: EnCase Certified Examiner Study GuideSybex, 2006
Whether monitoring the Internet for threats and chatter, capturing computer evidence, or crunching forensic data, Guidance Software's EnCase computer forensics software is recognized as the premier computer forensics tool on the market. For investigation professionals, EnCE certification tells the world that you've not only mastered the use of...
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