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	Intel Trusted Execution Technology for Server Platforms: A Guide to More Secure Datacenters (Expert's Voice in Security), 9781430261483 (143026148X), Apress, 2013

	"This book is a must have resource guide for anyone who wants to ...  implement TXT within their environments.  I wish we had this guide when our engineering teams were implementing TXT on our solution platforms!”  


	John McAuley,EMC Corporation


	"This book details innovative technology that provides significant benefit to both the cloud consumer and the cloud provider when working to meet the ever increasing requirements of trust and control in the cloud.”  


	Alex Rodriguez,  Expedient Data Centers


	"This book is an invaluable reference for understanding enhanced server security, and how to deploy and leverage computing environment trust to reduce supply chain risk.”  


	Pete Nicoletti. Virtustream Inc.


	Intel® Trusted Execution Technology (Intel TXT) is a new security technology that started appearing on Intel server platforms in 2010. This book explains Intel Trusted Execution Technology for Servers, its purpose, application, advantages, and limitations. This book guides the server administrator / datacenter manager in enabling the technology as well as establishing a launch control policy that he can use to customize the server’s boot process to fit the datacenter’s requirements. This book explains how the OS (typically a Virtual Machine Monitor or Hypervisor) and supporting software can build on the secure facilities afforded by Intel TXT to provide additional security features and functions. It provides examples how the datacenter can create and use trusted pools.


	With a foreword from Albert Caballero, the CTO at Trapezoid.


	What you’ll learn

	
		It explains why TXT is important and the underlying principles (why it is effective).
	
		How to enable and provision TXT  
	
		How to create a Launch Control Policy. It discusses trade-offs in determining the right policy for the datacenter, and walks the reader through the process for establishing the policy.
	
		Demonstrates how to set up and use trusted pools and other advanced concepts such as geo-tagging.
	
		It walks the reader through the process of making Intel TXT work for them and understand that TXT is a building block for current and future enhanced security concepts.



	Who this book is for


	The primary audience is the Datacenter Manager and members of an IT organization. It will be valuable to executives that need to understand enhanced server security and will provide a guide to OSVs and ISVs not only to understand the application of TXT but also the new opportunities that TXT enables and ways that the OS and applications can take advantage of those new capabilities. This book applies to cloud computing since TXT can be used to provide additional security for both public and private clouds.
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Web as History: Using Web Archives to Understand the Past and the PresentUCL Press, 2017

	The World Wide Web has now been in use for more than 20 years. From early browsers to today’s principal source of information, entertainment and much else, the Web is an integral part of our daily lives, to the extent that some people believe ‘if it’s not online, it doesn’t exist.’ While this statement is not...

		

Home Networking For Dummies, Third EditionFor Dummies, 2005
Become the administrator of your own home network!
Get 'em together, share files and printers, and set up necessary security tools     

There are dozens of reasons to team up all the PCs in your house, and one easy way to do it—use this book to help! Get advice on selecting hardware, finding a location for each computer, and...


		

Professional NFC Application Development for AndroidWrox Press, 2013

	A practical guide to developing and deploying Near Field Communication (NFC) applications


	There has been little practical guidance available on NFC programming, until now. If you're a programmer or developer, get this unique and detailed book and start creating apps for this exciting technology. NFC enables contactless...





	

DB2(R) SQL PL : Essential Guide for DB2(R) UDB on Linux(TM), UNIX(R), Windows(TM), i5/OS(TM), and z/OS(R) (2nd Edition)IBM Press, 2004
	 IBM's definitive guide to writing DB2 SQL PL stored procedures, triggers, UDFs, and dynamic compound SQL
	 Fully updated to reflect the entire DB2 UDB product family, and new SQL PL improvements for Windows, UNIX, Linux, iSeries, and zSeries
	 Presents expert tips and best practices drawn from...



		

Mechanics of User Identification and Authentication: Fundamentals of Identity ManagementAuerbach Publications, 2007
User identification and authentication are essential parts of information security. Users must authenticate as they access their computer systems at work or at home every day. Yet do users understand how and why they are actually being authenticated, the security level of the authentication mechanism that they are using, and the potential impacts...

		

Audience, Relevance, and Search: Targeting Web Audiences with Relevant ContentIBM Press, 2010

	How much more effective would companies be if all the content they created for the Web reached its specific target audience? In this book, three pioneering IBM content and search experts show how to get closer to this goal than ever before. Readers will discover how to write highly relevant content containing the keywords and long-tail...
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