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Ninja Hacking: Unconventional Penetration Testing Tactics and TechniquesSyngress Publishing, 2010

	Ever thought of using the time-tested tactics and techniques of the ancient ninja to understand the mind of today's ninja, the hacker? As a penetration tester or security consultant you no doubt perform tests both externally and internally for your clients that include both physical and technical tests. Throw traditional pen...


		

CD Cracking Uncovered: Protection Against Unsanctioned CD CopyingA-LIST Publishing, 2004
A manual on protecting CDs against illegal copying, this book shows how crackers copy CDs using various access methods. The methods covered include the CDFS driver, cooked mode, SPTI, ASPI, the SCSI port, and the MSCDEX driver. Explained is how to prevent cracker break-ins using protections based on nonstandard CD formats such as the CD driver...


		

OS X for Hackers at Heart: The Apple of Every Hacker's EyeSyngress Publishing, 2005
The sexy, elegant design of the Apple PowerBook combined with the Unix-like OS X operating system based on FreeBSD, have once again made OS X the Apple of every hackers eye. In this unique and engaging book covering the brand new OS X 10.4 Tiger, the worlds foremost true hackers unleash the power of OS X for everything form cutting edge research...





		

MP3: The Definitive GuideO'Reilly, 2000
MP3, standing for MPEG-1, Layer 3, is a codec for compressing the size of audio files for digital distribution. Much more than a definition, MP3 is nothing less than a cultural and economic revolution on the Internet. Every day, hundreds of thousands of MP3 music files are searched for, shared, recorded and listened to by  computer and Internet...

		

Hacking del.icio.usJohn Wiley & Sons, 2006
I wrote this book with tinkerers in mind—that is to say, tinkerers of various levels of familiarity with del.icio.us in particular and Web development skill in general.Whether you’re just getting on your way to being a power user at del.icio.us, or whether you’re a hardcore Web development guru who’s running your own...

		

Botnets: The Killer Web AppSyngress Publishing, 2007
This is the first book to explain the newest internet threat - Botnets, zombie armies, bot herders, what is being done, and what you can do to protect your enterprise!    

       The book begins with real world cases of botnet attacks to underscore the need for action. Next the book will explain botnet fundamentals using real world...





		

Metasploit Penetration Testing CookbookPackt Publishing, 2012

	Penetration testing is one of the core aspects of network security in today's scenario. It involves a complete analysis of the system by implementing real-life security tests. It helps in identifying potential weaknesses in the system's major components which can occur either in its hardware or software. The reason which makes...


		

Stealing the Network: How to Own an IdentitySyngress Publishing, 2005
The first two books in this series Stealing the Network: How to Own the Box and Stealing the Network: How to Own a Continent have become classics in the Hacker and Infosec communities because of their chillingly realistic depictions of criminal hacking techniques. 

In this third installment, the all-star cast of authors tackle one of the...

		

Kingpin: How One Hacker Took Over the Billion-Dollar Cybercrime UndergroundCrown, 2011

	Former hacker Kevin Poulsen has, over the past decade, built a reputation as one of the top investigative reporters on the cybercrime beat. In Kingpin, he pours his unmatched access and expertise into book form for the first time, delivering a gripping cat-and-mouse narrative—and an unprecedented view into the twenty-first...






		

Wireless Security HandbookAuerbach Publications, 2005
This book was written to give the reader a well-rounded understanding
of wireless network security. It looks at wireless from multiple perspectives,
ranging from auditor, to security architect, to hacker. This wide
scope benefits anyone who has to administer, secure, hack, or participate
on a wireless network. Going through this...

		

Dissecting the Hack: The V3rb0t3n NetworkSyngress Publishing, 2015

	Dissecting the Hack: The V3rb0t3n Network ventures further into cutting-edge techniques and methods than its predecessor, Dissecting the Hack: The F0rb1dd3n Network. It forgoes the basics and delves straight into the action, as our heroes are chased around the world in a global race against the clock. The danger they face will...


		

Hacking Capitalism: The Free and Open Source Software Movement (Routledge Research in Information Technology and Society)Routledge, 2007

	The Free and Open Source Software (FOSS) movement demonstrates how labour can self-organise production, and, as is shown by the free operating system GNU/Linux, even compete with some of the worlds largest firms. The book examines the hopes of such thinkers as Friedrich Schiller, Karl Marx, Herbert Marcuse and Antonio Negri, in the light of...
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