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Learning Linux Binary AnalysisPackt Publishing, 2016

	Key Features

	
		Grasp the intricacies of the ELF binary format of UNIX and Linux
	
		Design tools for reverse engineering and binary forensic analysis
	
		Insights into UNIX and Linux memory infections, ELF viruses, and binary protection schemes



	Book Description


	Learning...
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Ethical Hacking and Countermeasures: Threats and Defense Mechanisms (EC-Council Certified Ethical Hacker (Ceh))Course Technology PTR, 2009


	Hacking and electronic crimes sophistication has grown at an exponential rate in recent years. In fact, recent

	reports have indicated that cyber crime already surpasses the illegal drug trade! Unethical hackers, better known

	as black hats, are preying on information systems of government, corporate, public, and private networks and...
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Automatic Malware Analysis: An Emulator Based Approach (SpringerBriefs in Computer Science)Springer, 2012

	Malicious software (i.e., malware) has become a severe threat to interconnected computer systems for decades and has caused billions of dollars damages each year. A large volume of new malware samples are discovered daily. Even worse, malware is rapidly evolving becoming more sophisticated and evasive to strike against current malware...
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VMware View 5: Building a Successful Virtual Desktop (VMware Press Technology)VMware Press, 2012

	VMware View 5 for the Desktop


	 


	DELIVER HIGH-VALUE VIRTUAL DESKTOP INFRASTRUCTURE AND A SUPERIOR USER EXPERIENCE

...
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Counter Hack Reloaded: A Step-by-Step Guide to Computer Attacks and Effective Defenses (2nd Edition)Prentice Hall, 2006
It's hard to remember a world without the Internet. We now take for granted that we can access our bank accounts and health records, get driving directions, talk to friends, and shop, all on the Internet. Many companies couldn't survive without it because it is their link to their customers.

But the...
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Android Apps SecurityApress, 2012

	Android Apps Security provides guiding principles for how to best design and develop Android apps with security in mind. It explores concepts that can be used to secure apps and how developers can use and incorporate these security features into their apps.

	

	This book will provide developers with the...
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Ethical Hacking and Countermeasures: Secure Network Infrastructures (Ethical Hacking and Countermeasures: C/ E H: Certified Ethical Hacker)Course Technology PTR, 2009


	Hacking and electronic crimes sophistication has grown at an exponential rate in recent years. In fact, recent

	reports have indicated that cyber crime already surpasses the illegal drug trade! Unethical hackers, better known

	as black hats, are preying on information systems of government, corporate, public, and private networks and...
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CEH v9: Certified Ethical Hacker Version 9 Study GuideSybex, 2016

	The ultimate preparation guide for the unique CEH exam.


	The CEH v9: Certified Ethical Hacker Version 9 Study Guide is your ideal companion for CEH v9 exam preparation. This comprehensive, in-depth review of CEH certification requirements is designed to help you internalize critical information using concise,...
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Data Hiding: Exposing Concealed Data in Multimedia, Operating Systems, Mobile Devices and Network ProtocolsSyngress Publishing, 2012

	As data hiding detection and forensic techniques have matured, people are creating more advanced stealth methods for spying, corporate espionage, terrorism, and cyber warfare all to avoid detection. Data Hiding provides an exploration into the present day and next generation of tools and techniques used in covert communications,...
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Hands-On Cybersecurity with Blockchain: Implement DDoS protection, PKI-based identity, 2FA, and DNS security using BlockchainPackt Publishing, 2018

	
		Develop blockchain application with step-by-step instructions, working example and helpful recommendations

	
		Key Features

		
			Understanding the blockchain technology from the cybersecurity perspective
	
			Developing cyber security solutions with Ethereum blockchain technology

...
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OS X Exploits and DefenseSyngress Publishing, 2008
Long believed to be a sanctuary of computer security, the Macintosh OS X operating system is increasingly under fire, making it as vulnerable to attack as Windows or Linux operating systems.     

       Threats to Macintosh's OS X operating system are increasing in sophistication and number. Whether it is the exploitation of an...
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Seven Deadliest Social Network Attacks (Syngress Seven Deadliest Attacks)Syngress Publishing, 2010

	Do you need to keep up with the latest hacks, attacks, and exploits effecting social networks? Then you need Seven Deadliest Social Network Attacks. This book pinpoints the most dangerous hacks and exploits specific to social networks like Facebook, Twitter, and MySpace, laying out the anatomy of these attacks including how to make your...
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