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Learning iOS ForensicsPackt Publishing, 2015

	A practical hands-on guide to acquire and analyze iOS devices with the latest forensic techniques and tools


	About This Book

	
		Perform logical, physical, and file system acquisition along with jailbreaking the device
	
		Get acquainted with various case studies on different forensic toolkits...



		

Pro Drupal 7 DevelopmentApress, 2010

	In its relatively short life, Drupal has had a tremendous impact on the landscape of the Internet. As a web content management system, Drupal has enabled the creation of feature- and content-rich web sites for organizations large and small. As a web application framework, Drupal is changing the way that people think about web application...


		

PC Magazine Windows XP Security SolutionsJohn Wiley & Sons, 2005
Think you're safe?
    Guess what?    

    Studies have estimated that up to 90 percent of computers are infected by some security threat or another. There's a good chance yours is among them, but any computer can be easily secured to a high level-if you know what you're doing.    

    They're out there. Trust PC Magazine to...






		

Fatal System Error: The Hunt for the New Crime Lords Who are Bringing Down the InternetPublicAffairs, 2010

	
		WHEN I FIRST MET BARRETT LYON in 2004, I was covering Internet security for the Los Angeles Times from an office in San Francisco. His story was so good—and met a journalistic need so deep—that I had a hard time believing it was true.

	
		For more than a year, I had been grappling with an onslaught of urgent but...



		

Web Penetration Testing with Kali LinuxPackt Publishing, 2013

	A practical guide to implementing penetration testing strategies on websites, web applications, and standard web protocols with Kali Linux


	Overview

	
		Learn key reconnaissance concepts needed as a penetration tester
	
		Attack and exploit key features, authentication, and sessions on web...



		

The Web Application Hacker's Handbook: Finding and Exploiting Security FlawsJohn Wiley & Sons, 2011

	This book is a practical guide to discovering and exploiting security flaws in web applications. By “web applications” we mean those that are accessed using a web browser to communicate with a web server. We examine a wide variety of different technologies, such as databases, file systems, and web services, but only in the context...






		

Phishing ExposedSyngress Publishing, 2005
Phishing Exposed provides an in-depth, high-tech view from both sides of the phishing playing field. In this unprecedented book, world-renowned phishing expert Lance James exposes the technical and financial techniques used by international clandestine phishing gangs to steal billions of dollars every year. The book is filled with...

		

Disaster Recovery (EC-Council Disaster Recovery Professional)Course Technology PTR, 2010

	Hacking and electronic crimes sophistication has grown at an exponential rate in recent years. In fact, recent
	reports have indicated that cyber crime already surpasses the illegal drug trade! Unethical hackers better known
	as black hats are preying on information systems of government, corporate, public, and private networks and
	are...


		

Secure Your Node.js Web Application: Keep Attackers Out and Users HappyPragmatic Bookshelf, 2016

	Cyber-criminals have your web applications in their crosshairs. They search for and exploit common security mistakes in your web application to steal user data. Learn how you can secure your Node.js applications, database and web server to avoid these security holes. Discover the primary attack vectors against web applications, and implement...






		

Steal This Computer Book 3: What They Won't Tell You About the InternetNo Starch Press, 2003
This offbeat, non-technical book looks at what hackers do, how they do it, and how you can protect yourself. This edition also covers rootkits, spyware, web bugs, identity theft, hacktivism, wireless hacking (wardriving), biometrics, and firewalls.

WARNING: This book is not to be used for hacking into government computers, shutting...


		

RFID SecuritySyngress Publishing, 2006
RFID (Radio Frequency Identification) is a method of remotely storing and receiving data using devices called RFID tags. RFID tags can be small adhesive stickers containing antennas that allow them to receive and respond to transmissions from RFID transmitters. RFID tags are used to identify and track everything from Exxon EZ passes to dogs to...


		

Stealing the Network: How to Own a ShadowSyngress Publishing, 2007
The best-selling Stealing the Network series reaches its climactic conclusion as law enforcement and organized crime form a high-tech web in an attempt to bring down the shadowy hacker-villain known as Knuth in the most technically sophisticated Stealing book yet.

Stealing the Network: How to Own a Shadow is the final book in Syngress...
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