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Implementing Netscaler VPXPackt Publishing, 2014

	Leverage the features of NetScaler VPX™ to optimize and deploy responsive web services and applications on multiple virtualization platforms


	Overview

	
		Learn how to design, set up, and deploy Netscaler VPX in a virtual environment to make all your Web applications faster and secure
	...



		

Wireshark Network Analysis (Second Edition): The Official Wireshark Certified Network Analyst Study GuideLaura Chappell University, 2012

	[Note: This Second Edition is also available in Kindle format!]

	

	Wireshark is the world's most popular network analyzer tool with over 500,000 downloads per month. This book provides insider tips and tricks to spot performance issues fast - no more finger pointing because the packets never lie! From "Death by...


		

Anti-Hacker Tool Kit, Fourth EditionMcGraw-Hill, 2014

	Defend against today's most devious attacks


	Fully revised to include cutting-edge new tools for your security arsenal, Anti-Hacker Tool Kit, Fourth Edition reveals how to protect your network from a wide range of nefarious exploits. You'll get detailed explanations of each tool’s function along with best...






		

Cybersecurity: Managing Systems, Conducting Testing, and Investigating IntrusionsJohn Wiley & Sons, 2013

	A must-have, hands-on guide for working in the cybersecurity profession


	Cybersecurity involves preventative methods to protect information from attacks. It requires a thorough understanding of potential threats, such as viruses and other malicious code, as well as system vulnerability and security architecture. This...


		

How to Cheat at Configuring Open Source Security ToolsSyngress Publishing, 2007
The Perfect Reference for the Multitasked SysAdmin

This is the perfect guide if network security tools is not your specialty. It is the perfect introduction to managing an infrastructure with freely available, and powerful, Open Source tools. Learn how to test and audit your systems using products like Snort and...

		

Conducting Network Penetration and Espionage in a Global EnvironmentAuerbach Publications, 2014

	When it’s all said and done, penetration testing remains the most effective way to identify security vulnerabilities in computer networks. Conducting Network Penetration and Espionage in a Global Environment provides detailed guidance on how to perform effective penetration testing of computer networksâ€•using free, open...






		

Instant Wireshark StarterPackt Publishing, 2013

	Wireshark is by far the most popular network traffic analyzing tool.


	It not only provides an interface for traffic capture but also provides a rich platform for an in-depth analysis of the traffic. The GUI provides a very user friendly and interactive media that simplifies the process of network forensics. This concise book...


		

Nagios 3 Enterprise Network Monitoring: Including Plug-Ins and Hardware DevicesSyngress Publishing, 2008
Nagios is an Open Source network, hardware, and application monitoring program. It is designed to inform system administrators of problems on their networks before their clients, end-users or managers do. Nagios is a SysAdmin's best friend. Nagios is installed on over 300,000 machines worldwide, and truly is a global product: approximately 25.6% of...

		

Network Analysis Using Wireshark 2 Cookbook: Practical recipes to analyze and secure your network using Wireshark 2, 2nd EditionPackt Publishing, 2018

	
		Over 100 recipes to analyze and troubleshoot network problems using Wireshark 2

	
		Key Features

		
			Place Wireshark 2 in your network and configure it for effective network analysis
	
			Deep dive into the enhanced functionalities of Wireshark 2 and protect your network with ease
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Penetration Testing: A Hands-On Introduction to HackingNo Starch Press, 2014

	
		Penetration testers simulate cyber attacks to find security weaknesses in networks, operating systems, and applications. Information security experts worldwide use penetration techniques to evaluate enterprise defenses.

		

		In Penetration Testing, security expert, researcher, and trainer Georgia Weidman...



		

Wireshark EssentialsPackt Publishing, 2014

	Get up and running with Wireshark to analyze network packets and protocols effectively


	About This Book

	
		Troubleshoot problems, identify security risks, and measure key application performance metrics with Wireshark
	
		Gain valuable insights into the network and application protocols, and the...



		

Python Hacking EssentialsCreateSpace Independent Publishing Platform, 2015

	Target Audience

	
		This book is not for professional hackers. Instead, this book is made for beginners who have programming experience and are interested in hacking. Here, hacking techniques that can be easily understood have been described. If you only have a home PC, you can test all the examples provided here. I...
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