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	Wireshark for Security Professionals: Using Wireshark and the Metasploit Framework, 9781118918210 (1118918215), John Wiley & Sons, 2017

	Master Wireshark to solve real-world security problems


	If you don’t already use Wireshark for a wide range of information security tasks, you will after this book. Mature and powerful, Wireshark is commonly used to find root cause of challenging network issues. This book extends that power to information security professionals, complete with a downloadable, virtual lab environment.


	Wireshark for Security Professionals covers both offensive and defensive concepts that can be applied to essentially any InfoSec role. Whether into network security, malware analysis, intrusion detection, or penetration testing, this book demonstrates Wireshark through relevant and useful examples.


	Master Wireshark through both lab scenarios and exercises. Early in the book, a virtual lab environment is provided for the purpose of getting hands-on experience with Wireshark. Wireshark is combined with two popular platforms: Kali, the security-focused Linux distribution, and the Metasploit Framework, the open-source framework for security testing. Lab-based virtual systems generate network traffic for analysis, investigation and demonstration. In addition to following along with the labs you will be challenged with end-of-chapter exercises to expand on covered material.


	Lastly, this book explores Wireshark with Lua, the light-weight programming language. Lua allows you to extend and customize Wireshark’s features for your needs as a security professional. Lua source code is available both in the book and online. Lua code and lab source code are available online through GitHub, which the book also introduces. The book’s final two chapters greatly draw on Lua and TShark, the command-line interface of Wireshark.


	By the end of the book you will gain the following:

	
		Master the basics of Wireshark
	
		Explore the virtual w4sp-lab environment that mimics a real-world network
	
		Gain experience using the Debian-based Kali OS among other systems
	
		Understand the technical details behind network attacks
	
		Execute exploitation and grasp offensive and defensive activities, exploring them through Wireshark
	
		Employ Lua to extend Wireshark features and create useful scripts



	To sum up, the book content, labs and online material, coupled with many referenced sources of PCAP traces, together present a dynamic and robust manual for information security professionals seeking to leverage Wireshark.
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Flowgraph Models for Multistate Time-to-Event Data (Wiley Series in Probability and Statistics)John Wiley & Sons, 2004
The main purpose of this book is to present an introduction to flowgraph models for time-to-event data. The focus is on stochastic models for censored time-to-event  data with competing risks and recurrent events. The applications are geared to survivalanalysis and reliability. I view flowgraph models as providing a methodology for data...

		

Mechanical Energy Storage for Renewable and Sustainable Energy Resources (Advances in Science, Technology & Innovation)Springer, 2019

	The available literature on energy storage technologies in general, and mechanical energy storage in particular, is lacking in terms of both quantity and quality. This edited volume focuses on novel (yet uncomplicated) ideas that are currently part of the Energy Storage curriculum at the University of Sharjah, UAE. These techniques have been...

		

Deploying OpenLDAPApress, 2004

	...I was excited to see Deploying OpenLDAP, by Tom Jackiewicz and published by Apress, on Amazon's electronic bookshelf. After reviewing the Table of Contents I quickly ordered the book.


	For all the work and time invested in using LDAP, not enough time has been spent designing the layout and the logic of directories. End...





	

MOS 2013 Study Guide for Microsoft Outlook (MOS Study Guide)Microsoft Press, 2013

	Demonstrate your expertise with Microsoft Office! Designed to help you practice and prepare for the 2013 Outlook Microsoft Office Specialist (MOS) exam, this all-in-one study guide features:


	 

	
		Full, objective-by-objective exam coverage
	
		Easy-to-follow...



		

OSPF: A Network Routing ProtocolApress, 2015

	Learn how routers network using the OSPF (Open Shortest Path First) protocol and unpick Dijkstra's Network Algorithm to see how OSPF performs the calculations to determine the shortest or most appropriate path between two routers. OSPF: A Network Routing Protocol dives deep into the OSPF protocol without sacrificing simplicity in...


		

Championship no-limit and pot-limit hold'em: On the road to the World Series of PokerCardsmith, 1997


	T. J. Cloutier and Tom McEvoy have written a book that

	is very much needed by poker players. They may be giving

	too much away in Championship No-Limit Hold'em and Pot-

	Limit Ho Id'em ... but that's OK with me! In fact, I was very

	surprised when T. J. told me that he and Tom were writing

	this book because in the...
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