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Hacking: The Art of Exploitation, 2nd EditionNo Starch Press, 2008
Hacking is the art of creative problem solving, whether that means finding an unconventional solution to a difficult problem or exploiting holes in sloppy programming. Many people call themselves hackers, but few have the strong technical foundation needed to really push the envelope.
  Rather than merely showing how to run existing exploits,...


	[image: ]	[image: ][image: Learn Python Programming: The no-nonsense, beginner's guide to programming, data science, and web development with Python 3.7, 2nd Edition]

Learn Python Programming: The no-nonsense, beginner's guide to programming, data science, and web development with Python 3.7, 2nd EditionPackt Publishing, 2018

	
		Learn the fundamentals of Python (3.7) and how to apply it to data science, programming, and web development. Fully updated to include hands-on tutorials and projects.

	
		Key Features

		
			Learn the fundamentals of Python programming with interactive projects
	
			Apply Python to data...
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Secure Communicating Systems: Design, Analysis, and ImplementationCambridge University Press, 2001
This volume details what every computer scientist ought to know about cryptographic systems, security protocols, and secure information flow in programs.  Highlights include discussions of the new advanced encryption standard "Rijndael"; an optimal public-key encryption using RSA which turns "textbook RSA" into a practical...
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Post Quantum CryptographySpringer, 2008
Quantum computers will break today's most popular public-key cryptographic systems, including RSA, DSA, and ECDSA. This book introduces the reader to the next generation of cryptographic algorithms, the systems that resist quantum-computer attacks: in particular, post-quantum public-key encryption systems and post-quantum public-key signature...
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Practical Embedded Security: Building Secure Resource-Constrained Systems (Embedded Technology)Newnes, 2007
The great strides made over the last decade in the complexity and network functionality of embedded systems have significantly enhanced their attractiveness for use in critical applications such as medical devices and military communications. However, this expansion into critical areas has presented embedded engineers with a serious new problem:...
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Information Security and Cryptology: 5th International Conference, Inscrypt 2009Springer, 2010

	This book constitutes the thoroughly refereed post-conference proceedings of the 4th International Conference on Information Security and Cryptology, Inscrypt 2009, held in Beijing, China, in December 2009. The 22 revised full papers and 10 short papers presented were carefully reviewed and selected from 147 submissions. The papers are...
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Java Security (Java Series)O'Reilly, 1998

	Java's most striking claim is that it provides a secure programming environment. However, despite lots of discussion, few people understand precisely what Java's claims mean and how it backs up those claims. Java Security is an in-depth exploration aimed at developers, network administrators, and anyone who needs to work with...
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Foundations of Cryptography: Volume 1, Basic Tools (Vol 1)Cambridge University Press, 2001

	Cryptography is concerned with the conceptualization, definition and construction of computing systems that address security concerns. This book presents a rigorous and systematic treatment of the foundational issues: defining cryptographic tasks and solving new cryptographic problems using existing tools. It focuses on the basic mathematical...
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Cryptographic Hardware and Embedded Systems - CHES 2005: 7th International WorkshopSpringer, 2005
These are the proceedings of the 7th Workshop on Cryptographic Hardware and Embedded Systems (CHES 2005) held in Edinburgh, Scotland from August 29 to September 1, 2005. The CHES workshop has been sponsored by the International Association for Cryptologic Research (IACR) for the last two years.

We received a total of 108 paper...
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The Arithmetic of Elliptic Curves (Graduate Texts in Mathematics)Springer, 2009
The theory of elliptic curves is distinguished by its long history and by the diversity of the methods that have been used in its study. This book treats the arithmetic theory of elliptic curves in its modern formulation, through the use of basic algebraic number theory and algebraic geometry. The book begins with a brief discussion of the...
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Fundamentals of Cryptology: A Professional Reference and Interactive TutorialSpringer, 1999
The protection of sensitive information against unauthorized  access or fraudulent changes has been of prime concern throughout the  centuries. Modern communication techniques, using computers connected  through networks, make all data even more vulnerable to these threats.  In addition, new issues have surfaced that did not exist previously,  e.g....
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The Craft of System SecurityAddison Wesley, 2007
"I believe The Craft of System Security is one of the best software security books on the market today. It has not only breadth, but depth, covering topics ranging from cryptography, networking, and operating systems--to the Web, computer-human interaction, and how...
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