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Stealing the Network: The Complete Series Collector's Edition, Final Chapter, and DVDSyngress Publishing, 2009
"Stealing the Network: How to Own the Box is a unique book in the fiction department. It combines stories that are fictional, with technology that is real. While none of the stories have happened, there is no reason why they could not. You could argue it provides a road map for criminal hackers, but I say it does something else: it...
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Professional Penetration Testing: Creating and Operating a Formal Hacking LabSyngress Publishing, 2009
Save yourself some money! This complete classroom-in-a-book on penetration testing provides material that can cost upwards of $1,000 for a fraction of the price!

Thomas Wilhelm has delivered pen testing training to countless security professionals and now through the pages of this book you can benefit from his years of experience as a...
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PC Magazine Linux SolutionsJohn Wiley & Sons, 2006
So you've decided to find out about Linux.
    Who better to fill you in than PC Magazine?    

    If you can imagine something you'd like your computer to do, you can probably do it with versatile, economical, powerful Linux. Here's how to tap that power, from installation to Linux desktop environments...
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Writing Security Tools and ExploitsSyngress Publishing, 2005
Exploits. In most information technology circles these days, the term exploits has
become synonymous with vulnerabilities or in some cases, buffer overflows. It is not
only a scary word that can keep you up at night wondering if you purchased the best
firewalls, configured your new host-based intrusion prevention system correctly,...
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Raspberry Pi User GuideJohn Wiley & Sons, 2012

	Make the most out of the world’s first truly compact computer


	It's the size of a credit card, it can be charged like a smartphone, it runs on open-source Linux, and it holds the promise of bringing programming and playing to millions at low cost. And now you can learn how to use this amazing computer from its...


	[image: ]	[image: ][image: Red Hat Linux Security and Optimization]

Red Hat Linux Security and OptimizationRed Hat, 2001
Your Official Red Hat® Linux® Guide to Security and Optimization Reviewed and approved by the experts at Red Hat, this comprehensive guide delivers the know-how you need to improve the performance of your Red Hat Linux system—and protect it from attacks and break-ins. Red Hat Linux expert Mohammed Kabir starts by...
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Malicious Cryptography: Exposing CryptovirologyJohn Wiley & Sons, 2004
Hackers have uncovered the dark side of cryptography—that device developed to defeat Trojan horses, viruses, password theft, and other cyber-crime. It’s called cryptovirology, the art of turning the very methods designed to protect your data into a means of subverting it. In this fascinating, disturbing volume, the experts who first...
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Implementing 802.1X Security Solutions for Wired and Wireless NetworksJohn Wiley & Sons, 2008
When deploying a wireless or wired network, you must ensure that proper security safeguards are put in place. An enterprise, for example, often has valuable resources stored inside databases that are attached to the network. Using passwords to access specific applications is usually not good enough to keep hackers from accessing the resources in an...
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Cybersecurity – Attack and Defense Strategies: Infrastructure security with Red Team and Blue Team tacticsPackt Publishing, 2018

	
		Enhance your organization's secure posture by improving your attack and defense strategies

	
		Key Features

		
			Gain a clear understanding of the attack methods, and patterns to recognize abnormal behavior within your organization with Blue Team tactics.
	
			Learn to unique...
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The Secure Online Business: E-Commerce, It Functionality & Business ContinuityKogan Page, 2003
The effective management of risks online is likely to be the greatest business enabler / destroyer of the next decade. Clearly, organizations that do not move to full e-commerce functionality are unlikely to flourish; whereas those that ignore cyber crime and the "dark side" of the Internet are likely to get badly burnt.
 This...
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The Best of 2600: A Hacker OdysseyJohn Wiley & Sons, 2008
" … The Best of 2600: A Hacker Odyssey is an important, amazing book that tells the story of these kids and adults as they explore a new frontier."
    —John Baichtal (Wired Blog, August, 2008)
    "...a testament to a culture which thrived before computers and the internet mattered to most of...
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The Mobile Application Hacker's HandbookJohn Wiley & Sons, 2015

	See your app through a hacker's eyes to find the real sources of vulnerability


	The Mobile Application Hacker's Handbook is a comprehensive guide to securing all mobile applications by approaching the issue from a hacker's point of view. Heavily practical, this book provides expert guidance toward...
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