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Finite Antenna Arrays and FSSJohn Wiley & Sons, 2003

	A periodic surface is an assembly of identical elements arranged in a one or two-dimensional array. Such surfaces have various effects on incident electromagnetic waves. Their applications range from antennas to stealth aircraft.This book discusses finite antenna arrays and how to minimize the radar cross section of these arrays.
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Linux Malware Incident Response: A Practitioner's Guide to Forensic Collection and Examination of Volatile DataSyngress Publishing, 2013

	Linux Malware Incident Response is a "first look" at the Malware Forensics Field Guide for Linux Systems, exhibiting the first steps in investigating Linux-based incidents. The Syngress Digital Forensics Field Guides series includes companions for any digital and computer forensic investigator and analyst. Each book is...
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Defending IoT Infrastructures with the Raspberry Pi: Monitoring and Detecting Nefarious Behavior in Real TimeApress, 2018

	Apply a methodology and practical solutions for monitoring the behavior of the Internet of Things (IoT), industrial control systems (ICS), and other critical network devices with the inexpensive Raspberry Pi. With this book, you will master passive monitoring and detection of aberrant behavior, and learn how to generate early indications...
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Hacker Techniques, Tools, and Incident Handling (Jones & Bartlett Learning Information Systems Security & Assurance Series)Jones and Bartlett Publishers, 2010

	Hacker Techniques, Tools, and Incident Handling begins with an examination of the landscape, key terms, and concepts that a security professional needs to know about hackers and computer criminals who break into networks, steal information, and corrupt data. It goes on to review the technical overview of hacking: how attacks target networks...
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Internet Denial of Service : Attack and Defense Mechanisms (Radia Perlman Computer Networking and Security)Prentice Hall, 2004
Suddenly your Web server becomes unavailable. When you investigate, you realize that a flood of packets is surging into your network. You have just become one of the hundreds of thousands of victims of a denial-of-service attack, a pervasive and growing threat to the Internet. What do you do? 		Internet Denial of Service sheds light on a complex...
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Information Assurance: Managing Organizational IT Security RisksButterworth-Heinemann, 2002
Written by two INFOSEC experts, this book provides a systematic and practical approach for establishing, managing and operating a comprehensive Information Assurance program.  It is designed to provide ISSO managers, security managers, and INFOSEC professionals with an understanding of the essential issues required to develop and apply a targeted...
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Disaster Recovery, Crisis Response, and Business Continuity: A Management Desk ReferenceApress, 2013

	You're in charge of IT, facilities, or core operations for your organization when a hurricane or a fast-moving wildfire hits. What do you do?


	Simple. You follow your business continuity/disaster recovery plan. If you've prepared in advance, your operation or your company can continue to conduct business while...
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Security Manager's Guide to Disasters: Managing Through Emergencies, Violence, and Other Workplace ThreatsCRC Press, 2009
Terrorist or criminal attack, fire emergency, civil or geographic disruption, or major electrical failure—recent years have witnessed an increase in the number of natural disasters and man-made events that have threatened the livelihoods of businesses and organizations worldwide. Security Manager’s Guide to Disasters:...
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Internet Security: A Jumpstart for Systems Administrators and IT ManagersDigital Press, 2003
Internet Security discusses not only the technology needed to support  a solid security strategy, but also those policies and processes that must be  incorporated in order for that strategy to work.

New methods of breaking into corporate networks are resulting in major  losses. This book provides the latest information on how to...
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Windows Forensic Analysis DVD ToolkitSyngress Publishing, 2007
The only book available on the market that addresses and discusses in-depth forensic analysis of Windows systems. Windows Forensic Analysis DVD Toolkit takes the reader to a whole new, undiscovered level of forensic analysis for Windows systems, providing unique information and resources not available anywhere else. This book covers both live and...
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Security Planning and Disaster RecoveryMcGraw-Hill, 2002
Secrets and strategies for protecting your network before trouble strikes

Create and implement a successful security system and recovery plan with help from this insightful and practical resource. This detailed guide provides you with a complete roadmap for developing an effective end-to-end security program. You’ll even...
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Snort Intrusion Detection and Prevention Toolkit (Jay Beale's Open Source Security)Syngress Publishing, 2007
This all new book covering the brand new Snort version 2.6 from members of the Snort developers team.

This fully integrated book, CD, and Web toolkit covers everything from packet inspection to optimizing Snort for speed to using the most advanced features of Snort to defend even the largest and most congested enterprise networks....
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