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ASP.NET MVC 4 Mobile App DevelopmentPackt Publishing, 2013

	The ASP.NET MVC 4 framework is used to build scalable web applications with the help of design patterns and .NET Framework. The Model-View-Controller (MVC) is a design principle which separates the components of a web application. This separation helps you to modify, develop, and test different components of a web application.
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Python Web Penetration Testing CookbookPackt Publishing, 2015

	Over 60 indispensable Python recipes to ensure you always have the right code on hand for web application testing


	About This Book

	
		Get useful guidance on writing Python scripts and using libraries to put websites and web apps through their paces
	
		Find the script you need to deal with any...



		

Mastering Modern Web Penetration TestingPackt Publishing, 2016

	Key Features

	
		This book covers the latest technologies such as Advance XSS, XSRF, SQL Injection, Web API testing, XML attack vectors, OAuth 2.0 Security, and more involved in today's web applications
	
		Penetrate and secure your web application using various techniques
	
		Get this comprehensive...







		

Ajax SecurityAddison Wesley, 2007
The Hands-On, Practical Guide to Preventing Ajax-Related Security Vulnerabilities 
 

More and more Web sites are being rewritten as Ajax applications; even traditional desktop software is rapidly moving to the Web via Ajax. But, all too often, this...


		

Hands-On Bug Hunting for Penetration Testers: A practical guide to help ethical hackers discover web application security flawsPackt Publishing, 2018

	
		Detailed walkthroughs of how to discover, test, and document common web application vulnerabilities.

	
		Key Features

		
			Learn how to test for common bugs
	
			Discover tools and methods for hacking ethically
	
			Practice working through pentesting engagements...




		

Web Penetration Testing with Kali LinuxPackt Publishing, 2013

	A practical guide to implementing penetration testing strategies on websites, web applications, and standard web protocols with Kali Linux


	Overview

	
		Learn key reconnaissance concepts needed as a penetration tester
	
		Attack and exploit key features, authentication, and sessions on web...







		

Hacking Web Apps: Detecting and Preventing Web Application Security ProblemsSyngress Publishing, 2012

	How can an information security professional keep up with all of the hacks, attacks, and exploits on the Web? One way is to read Hacking Web Apps. The content for this book has been selected by author Mike Shema to make sure that we are covering the most vicious attacks out there. Not only does Mike let you in on the anatomy of these...


		

Essential PHP SecurityO'Reilly, 2005
Being highly flexible in building dynamic, database-driven web  applications makes the PHP programming language one of the most popular web  development tools in use today. It also works beautifully with other open source  tools, such as the MySQL database and the Apache web server. However, as more  web sites are developed in...


		

Hacking Exposed Web Applications, 2nd Ed.McGraw-Hill, 2006
Implement bulletproof e-business security the proven Hacking Exposed way

Defend against the latest Web-based attacks by looking at your Web applications through the eyes of a malicious intruder. Fully revised and updated to cover the latest Web exploitation techniques, Hacking Exposed Web Applications, Second Edition shows you,...






		

Web 2.0 Security - Defending AJAX, RIA, AND SOACharles River, 2007
Service-Oriented Architecure (SOA), Rich Internet Applications (RIA), and Asynchronous Java and eXtended Markup Language (Ajax) comprise the backbone behind now-widespread Web 2.0 applications, such as MySpace, Google Maps, Flickr, and Live.com. Although these robust tools make next-generation Web applications possible, they also add new security...

		

Pro PHP Security: From Application Security Principles to the Implementation of XSS DefensesApress, 2010

	PHP security, just like PHP itself, has advanced. Updated for PHP 5.3, the second edition of this authoritative PHP security book covers foundational PHP security topics like SQL injection, XSS, user authentication, and secure PHP development. Chris Snyder and Tom Myer also dive into recent developments like mobile security,...


		

Hacking Exposed Web 2.0: Web 2.0 Security Secrets and SolutionsMcGraw-Hill, 2007

	Lock down next-generation Web services


	"This book concisely identifies the types of attacks which are faced daily by Web 2.0 sites, and the authors give solid, practical advice on how to identify and mitigate these threats." --Max Kelly, CISSP, CIPP, CFCE, Senior Director of Security, Facebook

...






		



	Result Page: 3 2 1 


©2021 LearnIT (support@pdfchm.net) - Privacy Policy
