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Maximum Linux Security: A Hacker's Guide to Protecting Your Linux Server and WorkstationSams Publishing, 1999

	Maximum Linux Security: A Hacker's Guide to Protecting Your Linux Server and Workstation is designed for system administrators, managers, or Linux users who wish to protect their Linux servers and workstations from unauthorized intrusions and other external threats to their systems' integrity. Written by an experienced hacker--someone...


		

Security Sage's Guide to Hardening the Network InfrastructureSyngress Publishing, 2004
With the proliferation of wireless access points (WAPs), virtual private networks
(VPNs), and extranets, it’s becoming increasingly difficult to determine where
your network begins and ends. Add this complexity to common economic factors,
such as company mergers and acquisitions, and now you have a tangled web
of...

		

Linux on IBM eserver zSeries and S/390: Best Security PracticesIBM Press, 2004
This IBM® Redbook discusses best security practices for running Linux as a z/VM® guest on IBM Eserver® zSeries® and S/390® machines. This publication is intended for system administrators and IT architects responsible for deploying secure Linux servers running under z/VM. We consider both z/VM and Linux security topics.
...





		

Security in an IPv6 EnvironmentAuerbach Publications, 2008
As the number of intelligent systems that require direct access expands to the multiple billions, Internet Protocol Version 6 (IPv6) becomes an institutional imperative. However, questions are being raised about security aspects and subtending apparatuses of IPv6. This book provides a practical and accessible primer on this emerging technology. The...

		

Real World Linux Security (2nd Edition)Prentice Hall, 2002
 

Stop today's most vicious Internet attackers—right in their tracks!

Your Linux system will be attacked: maybe in minutes, certainly in days. Be ready! Real World Linux Security, Second Edition brings together state-of-the-art solutions and exclusive software for safeguarding any Linux-based system or...


		

Access Controlled: The Shaping of Power, Rights, and Rule in CyberspaceMIT Press, 2010

	Internet filtering, censorship of Web content, and online surveillance are increasing in scale, scope, and sophistication around the world, in democratic countries as well as in authoritarian states. The first generation of Internet controls consisted largely of building firewalls at key Internet gateways; China's famous "Great...






		

Mainta Windows XPHRD Press, 2007
Perform your own Windows XP maintenance and save $$$  Maintaining Windows XP 10 Easy Steps to Success  By Ron Nykiforuk  Heres an easy-to-follow program for maintaining your operating system for Windows XP. Dont wait until a virus sneaks in. Or slowness in startup, accessing files and starting programs occurs. It may be much more expensive and time...

		

Red Hat Fedora Linux 3 BibleJohn Wiley & Sons, 2005
If Fedora Linux 3 can do it, you can do it too ...
Fedora Core 3 is Red Hat's most solid Fedora to date, including features destined for Red Hat Enterprise Linux 4. Use Fedora Core 3, with the latest Linux technology, to set up a personal desktop, small business server, or programming workstation. This book will teach you the basics of using...


		

Advanced Java Game ProgrammingApress, 2004

	Advanced Java Game Programming teaches you how to create desktop and Internet computer games using the latest Java programming language techniques. Whereas other Java game programming books focus on introductory Java material, this book covers game programming for experienced Java developers.


	David Wallace...






		

Cisco ASA, PIX, and FWSM Firewall Handbook (2nd Edition) (Networking Technology: Security)Cisco Press, 2007
David Hucaby, CCIE® No. 4594, is a lead network engineer for the University of Kentucky, where he works with health-care networks based on the Cisco Catalyst, ASA, FWSM, and VPN product lines. He was one of the beta reviewers of the ASA 8.0 operating system software.
	Learn about the various firewall models, user interfaces,...



		

Microsoft Forefront UAG 2010 Administrator's HandbookPackt Publishing, 2011

	The Israeli department of defence has one of the strictest information security guidelines in the world, and a part of these guidelines is the requirement to have complete physical separation between the public and internal networks. A regular firewall just won't do, and this requirement gave birth to the concept of the
	Air-Gap, a...


		

Active Defense: A Comprehensive Guide to Network SecuritySybex, 2001
Today's networks incorporate more security features than ever before, yet
hacking grows more common and more severe. Technology alone is not the
answer. You need the knowledge to select and deploy the technology
effectively, and the guidance of experts to develop a comprehensive plan that
keeps your organization two steps ahead...
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