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Internetworking with TCP/IP Vol.1: Principles, Protocols, and Architecture (4th Edition)Prentice Hall, 2000
The all-time best-selling TCP/IP book, this is still the reference for anyone who wants to learn about or work with the TCP/IP protocol suite. Justly renowned for its clarity and accessibility,this superb text covers wide area Internet backbones as well as local area network technologies like FDDI and Ethernet. This is volume 1 of a 3 part set...

	[image: ]	[image: ][image: SELinux System Administration]

SELinux System AdministrationPackt Publishing, 2013

	NSA Security-Enhanced Linux (SELinux) is a set of patches and added utilities to the Linux kernel to incorporate a strong, flexible, mandatory access control architecture into the major subsystems of the kernel. With its fine-grained yet flexible approach, it is no wonder Linux distributions are firing up SELinux as a default security...
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Securing Windows Server 2003O'Reilly, 2004
As the title implies, this book is about security in the Windows  Server 2003 operating system and how to put it to work on behalf of  your organization and your users.

Windows Server 2003 has quite a number of uses. It can serve in a  network support role, supplying services such as DHCP and DNS. It can...
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Information Security: Principles and PracticeJohn Wiley & Sons, 2011

	Now updated—your expert guide to twenty-first century information security


	Information security is a rapidly evolving field. As businesses and consumers become increasingly dependent on complex multinational information systems, it is more imperative than ever to protect the confidentiality and integrity of data....
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Encryption in a Windows Environment: EFS File, 802.1x Wireless, IPSec Transport, and S/MIME ExchangeSams Publishing, 2006
With the current business, government, and institutional focus on security, organizations are scrambling to make their networks more secure. Although encryption is nothing new to Windows, recent advances in Microsoft® Windows 2003 and Microsoft® Windows XP have drastically simplified the support of encryption technologies in Windows...
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Network Attacks and Defenses: A Hands-on ApproachAuerbach Publications, 2012

	The attacks on computers and business networks are growing daily, and the need for security professionals who understand how malfeasants perform attacks and compromise networks is a growing requirement to counter the threat. Network security education generally lacks appropriate textbooks with detailed, hands-on exercises that include both...
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Fusion of Smart, Multimedia and Computer Gaming Technologies: Research, Systems and Perspectives (Intelligent Systems Reference Library)Springer, 2015

	This monograph book is focused on the recent advances in smart, multimedia and computer gaming technologies. The Contributions include:


	·Smart Gamification and Smart Serious Games.


	·Fusion of secure IPsec-based Virtual Private Network, mobile computing and rich multimedia technology.

...
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Computer and Information Security Handbook (The Morgan Kaufmann Series in Computer Security)Morgan Kaufmann, 2009
This book presents information on how to analyze risks to your networks and the steps needed to select and deploy the appropriate countermeasures to reduce your exposure to physical and network threats. It also imparts the skills and knowledge needed to identify and counter some fundamental security risks and requirements, inlcuding Internet...
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Mission Critical Internet SecuritySyngress Publishing, 2000
The best security for a network segment is isolation, but that's not an option if you want your users to enjoy Internet connectivity. Mission Critical Internet Security explores your options for protecting your network from attack across the Internet, emphasizing firewall solutions from Cisco, Symantec, Microsoft, and Check Point. This...
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Learning OpenVPN 2.0.9Packt Publishing, 2009
OpenVPN is a powerful, open source SSL VPN application. It can secure site-to-site connections, WiFi, and enterprise-scale remote connections. While being a full-featured VPN solution, OpenVPN is easy to use and does not suffer from the complexity that characterizes other IPsec VPN implementations. It uses the secure and stable TLS/SSL...
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Hacking Exposed: Network Security Secrets and Solutions, Sixth EditionMcGraw-Hill, 2009

	The world's bestselling computer security book--fully expanded and updated


	"Right now you hold in your hand one of the most successful security books ever written. Rather than being a sideline participant, leverage the valuable insights Hacking Exposed 6 provides to help yourself, your company,...
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MPLS VPN SecurityCisco Press, 2005
A practical guide to hardening MPLS networks Define "zones of trust" for your  MPLS VPN environment Understand fundamental security principles and how MPLS  VPNs work Build an MPLS VPN threat model that defines attack points, such as VPN  separation, VPN spoofing, DoS against the network's backbone, misconfigurations,  sniffing, and...
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