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Hacking Exposed Malware & RootkitsMcGraw-Hill, 2009

	Malware. In my almost 15 years in information security, malware has become the most powerful tool in a cyber attacker’s arsenal. From sniffing financial records and stealing keystrokes to peer-to-peer networks and auto updating functionality, malware has become the key component in almost all successful attacks. This has not always been...


		

Data-Driven Security: Analysis, Visualization and DashboardsJohn Wiley & Sons, 2014

	Uncover hidden patterns of data and respond with countermeasures


	Security professionals need all the tools at their disposal to increase their visibility in order to prevent security breaches and attacks. This careful guide explores two of the most powerful ? data analysis and visualization. You'll soon understand how to...


		

Information Security : Principles and PracticeJohn Wiley & Sons, 2005
Your expert guide to information security
As businesses and consumers become more dependent on complex multinational information systems, the need to understand and devise sound information security systems has never been greater. This title takes a practical approach to information security by focusing on real-world examples.  While not...






		

Data Mining Tools for Malware DetectionAuerbach Publications, 2011

	
		Although the use of data mining for security and malware detection is quickly on the rise, most books on the subject provide high-level theoretical discussions to the near exclusion of the practical aspects. Breaking the mold, Data Mining Tools for Malware Detection provides a step-by-step breakdown of how to develop...



		

Malware Detection (Advances in Information Security)Springer, 2006
Shared resources, such as the Internet, have created a highly interconnected cyber-infrastructure. Critical infrastructures in domains such as medical, power, telecommunications, and finance are highly dependent on information systems. These two factors have exposed our critical infrastructures to malicious attacks and accidental failures. Many...


		

Python Web Penetration Testing CookbookPackt Publishing, 2015

	Over 60 indispensable Python recipes to ensure you always have the right code on hand for web application testing


	About This Book

	
		Get useful guidance on writing Python scripts and using libraries to put websites and web apps through their paces
	
		Find the script you need to deal with any...







		

Absolute Beginner's Guide to Security, Spam, Spyware & VirusesQue, 2005
Batten down the hatches! Hackers, spammers and thieves (oh my!) are after you! The mere act of turning on an Internet-connected computer can put you, your family, and your personal finances at risk by exposing you to viruses, scam artists, hackers, identity thieves, and spammers. How do you fight back? ...


		

Winternals: Defragmentation, Recovery, and Administration Field GuideSyngress Publishing, 2006
Winternals first came to my rescue in November of 1999. It was then that I purchased my Winternals Administrator's Pak. It contained BlueSave Version 1.01, ERD Commander Professional Version 1.06, Monitoring Tools (Filemon and Regmon) Enterprise Editions Version 1.0, NTFSDOS Professional Version 3.03, NTRecover Version 1.0, and Remote Recover...


		

Advances in Digital Forensics VII: 7th IFIP WG 11.9 International Conference on Digital Forensics, Orlando, FL, USASpringer, 2011


	Digital forensics deals with the acquisition, preservation, examination,

	analysis and presentation of electronic evidence. Networked computing,

	wireless communications and portable electronic devices have expanded

	the role of digital forensics beyond traditional computer crime investigations.

	Practically every type of crime now...





		

Practical Packet Analysis: Using Wireshark to Solve Real-World Network ProblemsNo Starch Press, 2011

	
		It's easy to capture packets with Wireshark, the world's most popular network sniffer, whether off the wire or from the air. But how do you use those packets to understand what's happening on your network?

	
		With an expanded discussion of network protocols and 45 completely new scenarios, this extensively...



		

Apple Boot Camp Public Beta First LookO'Reilly, 2006
Unlike emulation systems such as Microsoft's Virtual PC, Apple's new Boot Camp takes advantage of the fact that your new Intel-equipped iMac, Mac mini or MacBook Pro uses the same type of Intel processor that normal Windows PCs use, allowing you to now run Windows XP on your Intel-equipped Mac at full speed. While most of the information currently...

		

Ajax SecurityAddison Wesley, 2007
The Hands-On, Practical Guide to Preventing Ajax-Related Security Vulnerabilities 
 

More and more Web sites are being rewritten as Ajax applications; even traditional desktop software is rapidly moving to the Web via Ajax. But, all too often, this...
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