					Home | Amazing | Today | Tags | Publishers | Years | Account | Search 	
		



	

	
		



	Books tags: forensics

	



		

Big Data Forensics: Learning Hadoop InvestigationsPackt Publishing, 2015

	Perform forensic investigations on Hadoop clusters with cutting-edge tools and techniques


	About This Book

	
		Identify, collect, and analyze Hadoop evidence forensically
	
		Learn about Hadoop's internals and Big Data file storage concepts
	
		A step-by-step guide to help you...



		

Hacking Exposed Computer Forensics, Second Edition: Computer Forensics Secrets & SolutionsMcGraw-Hill, 2009

	"Provides the right mix of practical how-to knowledge in a straightforward, informative fashion that ties it all the complex pieces together with real-world case studies. ...Delivers the most valuable insight on the market. The authors cut to the chase of what people must understand to effectively perform computer forensic...


		

Microsoft Encyclopedia of SecurityMicrosoft Press, 2003
Get the single resource that defines—and illustrates—the rapidly evolving  world of computer and network security. The Microsoft Encyclopedia of  Security delivers more than 1000 cross-referenced entries detailing the  latest security-related technologies, standards, products, services, and  issues—including sources...






		

Utilizing Information Technology Systems Across Disciplines: Advancements in the Application of Computer Science (Premier Reference Source)Information Science Publishing, 2009


	In the information technology age coupled with computer advances, information systems have become an

	integral part of many disciplines; accordingly, business, marketing, medicine, communication, banking,

	geography, physics, chemistry, aviation, pilots, forensics, agriculture, and even traf.c lights have one

	thing in common called...

		

Windows Security Monitoring: Scenarios and PatternsJohn Wiley & Sons, 2018

	Dig deep into the Windows auditing subsystem to monitor for malicious activities and enhance Windows system security


	Written by a former Microsoft security program manager, DEFCON "Forensics CTF" village author and organizer, and CISSP, this book digs deep into the Windows security auditing subsystem to help you...


		

Advances in Digital Forensics IV (IFIP International Federation for Information Processing)Springer, 2008
ADVANCES IN DIGITAL FORENSICS IV
Edited by: Indrajit Ray and Sujeet Shenoi

Digital forensics deals with the acquisition, preservation, examination, analysis and presentation of electronic evidence. Networked computing, wireless communications and portable electronic devices have expanded the role of...






		

Scene of the Cybercrime: Computer Forensics HandbookSyngress Publishing, 2002

	"Cybercrime and cyber-terrorism represent a serious challenge to society as a whole." - Hans Christian KrÃ¼ger, Deputy Secretary General of the Council of Europe

	Crime has been with us as long as laws have existed, and modern technology has given us a new type of criminal activity: cybercrime. Computer and...


		

Practical Cyber Intelligence: How action-based intelligence can be an effective response to incidentsPackt Publishing, 2018

	Your one stop solution to implement a Cyber Defense Intelligence program in to your organisation.

	Key Features
		
			Intelligence processes and procedures for response mechanisms
	
			Master F3EAD to drive processes based on intelligence
	
			Threat modeling and intelligent frameworks

...


		

Windows Forensics: The Field Guide for Corporate Computer InvestigationsJohn Wiley & Sons, 2006
The evidence is in--to solve Windows crime, you need Windows tools

An arcane pursuit a decade ago, forensic science today is a household term. And while the computer forensic analyst may not lead as exciting a life as TV's CSIs do, he or she relies just as heavily on scientific principles and just as surely solves crime.

Whether...






		

Computer Incident Response and Forensics Team Management: Conducting a Successful Incident ResponseSyngress Publishing, 2013

	Computer Incident Response and Forensics Team Management provides security professionals with a complete handbook of computer incident response from the perspective of forensics team management. This unique approach teaches readers the concepts and principles they need to conduct a successful incident response investigation, ensuring...


		

Mac OS X SecurityNew Riders Publishing, 2003
Mac OS X now operates on a UNIX engine. As such it is much more powerful than previous operating systems. It is now a multitasking, multithreaded, multi-user, and multiprocessor system with enhanced interoperability with other systems. Along with that increased power comes increased security vulnerability. Part I introduces readers to the basics of...

		

Mastering Malware Analysis: The complete malware analyst's guide to combating malicious software, APT, cybercrime, and IoT attacksPackt Publishing, 2019

	
		Master malware analysis to protect your systems from getting infected

	
		Key Features

		
			Set up and model solutions, investigate malware, and prevent it from recurring
	
			Learn core concepts relating to dynamic malware analysis, memory forensics, decryption, and much more
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