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Criminology For DummiesFor Dummies, 2009
Your thorough guide to comprehending and combating crime

Are you fascinated by criminology, forensics, and detective work? This you-are-there guide takes you deep into the world of crime, giving you a better understanding of the dark recesses of the criminal mind and how law enforcement officials investigate crime. You'll gain real-world...


		

Instant Wireshark StarterPackt Publishing, 2013

	Wireshark is by far the most popular network traffic analyzing tool.


	It not only provides an interface for traffic capture but also provides a rich platform for an in-depth analysis of the traffic. The GUI provides a very user friendly and interactive media that simplifies the process of network forensics. This concise book...


		

Malware Analyst's Cookbook and DVD: Tools and Techniques for Fighting Malicious CodeJohn Wiley & Sons, 2010

	A computer forensics "how-to" for fighting malicious code and analyzing incidents


	With our ever-increasing reliance on computers comes an ever-growing risk of malware. Security professionals will find plenty of solutions in this book to the problems posed by viruses, Trojan horses, worms, spyware, rootkits, adware,...






		

The Art of Memory Forensics: Detecting Malware and Threats in Windows, Linux, and Mac MemoryJohn Wiley & Sons, 2014

	Memory forensics provides cutting edge technology to help investigate digital attacks Memory forensics is the art of analyzing computer memory (RAM) to solve digital crimes. As a follow-up to the best seller Malware Analyst's Cookbook, experts in the fields of malware, security, and digital forensics bring you a step-by-step guide to...


		

Cisco Router and Switch Forensics: Investigating and Analyzing Malicious Network ActivitySyngress Publishing, 2009
Cisco IOS (the software that runs the vast majority of Cisco routers and all Cisco network switches) is the dominant routing platform on the Internet and corporate networks. This widespread distribution, as well as its architectural deficiencies, makes it a valuable target for hackers looking to attack a corporate or private network infrastructure....

		

The Numbers Behind NUMB3RS: Solving Crime with MathematicsPlume, 2007
“Numb3rs looks like a winn3r.”
 —USA Today     

       The companion to the hit CBS crime series Numb3rs presents the fascinating way mathematics is used to fight real-life crime 

 Using the popular CBS prime-time TV crime series Numb3rs as a...





		

Digital Forensics Basics: A Practical Guide Using Windows OSApress, 2019

	
		Use this hands-on, introductory guide to understand and implement digital forensics to investigate computer crime using Windows, the most widely used operating system. This book provides you with the necessary skills to identify an intruder's footprints and to gather the necessary digital evidence in a forensically sound manner...



		

Practical Forensic Imaging: Securing Digital Evidence with Linux ToolsNo Starch Press, 2016

	Forensic image acquisition is an important part of postmortem incident response and evidence collection. Digital forensic investigators acquire, preserve, and manage digital evidence to support civil and criminal cases; examine organizational policy violations; resolve disputes; and analyze cyber attacks.

	

	Practical...


		

Molecular ForensicsJohn Wiley & Sons, 2007

	Molecular Forensics offers a comprehensive coverage of the increasingly important role that molecular analysis plays within forensic science. Starting with a broad introduction of modern forensic molecular technologies, the text covers key issues from the initial scenes of crime sampling to the use of evidential material in the...






		

Mastering Windows Network Forensics and InvestigationSybex, 2007
Conduct Cutting-Edge Forensic Investigations of Computer Crimes.

Whether it's phishing, bank fraud, or unlawful hacking, computer crimes are on the rise, and law enforcement personnel who investigate these crimes must learn how to properly gather forensic evidence in the computer age.

Now you can get the training you need in this...


		

Cyber Security and Global Information Assurance: Threat Analysis and Response SolutionsInformation Science Publishing, 2009
The increasing societal dependence on information technology has pushed cyber-security to the forefront as one of the most urgent challenges facing the global community.
Cyber-Security and Global Information Assurance: Threat Analysis and Response Solutions provides a valuable resource for academicians and practitioners by...


		

Network Analysis Using Wireshark 2 Cookbook: Practical recipes to analyze and secure your network using Wireshark 2, 2nd EditionPackt Publishing, 2018

	
		Over 100 recipes to analyze and troubleshoot network problems using Wireshark 2

	
		Key Features

		
			Place Wireshark 2 in your network and configure it for effective network analysis
	
			Deep dive into the enhanced functionalities of Wireshark 2 and protect your network with ease
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