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Building a Cisco Network for WIndows 2000Syngress Publishing, 2000
The release of Windows 2000 Server represents a major advance in the integration of Microsoft's and Cisco's network technologies. Windows 2000 provides an LDAP-compliant directory service called Active Directory. It is accessible over any TCP/IP based internetwork, including the Internet. As such, the Active Directory is the foundation of this...

		

Configuring Exchange 2000 ServerSyngress Publishing, 2001
C.A. Murff  MCSE, MCT, CTT, CNA
 Who should read this book? Anyone looking for clear, relevant answers on how to best utilize their existing Exchange 2000 environment. 

       Configuring Exchange Server 2000 is an intermediate to advanced book for both administrators and developers who are actively using...

		

Penetration Tester's Open Source Toolkit, Volume 2Syngress Publishing, 2007
Penetration testing a network requires a delicate balance of art and science. A penetration tester must be creative enough to think outside of the box to determine the best attack vector into his own network, and also be expert in using the literally hundreds of tools required to execute the plan. This second volume adds over 300 new pen testing...





		

Windows Forensic Analysis Toolkit, Third Edition: Advanced Analysis Techniques for Windows 7Syngress Publishing, 2012

	I am not an expert. I have never claimed to be an expert at anything (at least not

	seriously done so), least of all an expert in digital forensic analysis of Windows

	systems. I am simply someone who has found an interest in my chosen field of

	employment, and a passion to dig deeper. I enjoy delving into and extending the...

		

Federal Cloud Computing: The Definitive Guide for Cloud Service ProvidersSyngress Publishing, 2012

	Federal Cloud Computing: The Definitive Guide for Cloud Service Providers offers an in-depth look at topics surrounding federal cloud computing within the federal government, including the Federal Cloud Computing Strategy, Cloud Computing Standards, Security and Privacy, and Security Automation.


	You will learn the basics of...


		

AVIEN Malware Defense Guide for the EnterpriseSyngress Publishing, 2007
Members of AVIEN (the Anti-Virus Information Exchange Network) have been setting agendas in malware management for several years: they led the way on generic filtering at the gateway, and in the sharing of information about new threats at a speed that even anti-virus companies were hard-pressed to match. AVIEN members represent the best-protected...





		

FISMA and the Risk Management Framework: The New Practice of Federal Cyber SecuritySyngress Publishing, 2012

	If you are responsible for meeting federal information security requirements such as FISMA, this book is all you need to know to get a system authorized. Now in the first full revision of FISMA since its inception in 2002, a new wave of stronger security measures are now available through the efforts of the Department of Defense,...


		

Python Forensics: A workbench for inventing and sharing digital forensic technologySyngress Publishing, 2014

	Python Forensics provides many never-before-published proven forensic modules, libraries, and solutions that can be used right out of the box. In addition, detailed instruction and documentation provided with the code samples will allow even novice Python programmers to add their own unique twists or use the models presented to build...


		

Logging and Log Management: The Authoritative Guide to Understanding the Concepts Surrounding Logging and Log ManagementSyngress Publishing, 2012

	Effectively analyzing large volumes of diverse logs can pose many challenges. Logging and Log Management helps to simplify this complex process using practical guidance and real-world examples. Packed with information you need to know for system, network and security logging. Log management and log analysis methods are covered in...






		

Black Hat Physical Device Security: Exploiting Hardware and SoftwareSyngress Publishing, 2005
Attacking & Defending Physical Devices for Software and Hardware EngineersThe security devices of today are much more complex than those long ago. While some still are just electronic transistors, diodes, capacitors and resistors, many now have software and communication-based features. Easy-to-use and easy-to-deploy,...

		

Augmented Reality: An Emerging Technologies Guide to ARSyngress Publishing, 2012

	Augmented reality (AR) is a technology whose time has come. Conceived in rudimentary

	form as early as the 1960’s, AR is only now becoming truly practical. Recent

	advances in mobile processing, coupled with an explosion in digital storage capacity,

	ubiquity of wireless broadband connections, mass adoption of smart phones, and...

		

Check Point Next Generation Security AdministrationSyngress Publishing, 2002
Check Point NG aims to teach its readers how to install and set up VPN-1/FireWall-1 Next Generation, the latest version of the highly respected firewall software from Check Point. Its authors--all with significant network and security certifications--accomplish their objective: it seems likely that this book will travel with a lot of Check...
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