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Techno Security's Guide to E-Discovery and Digital Forensics: A Comprehensive HandbookSyngress Publishing, 2007

	Complete coverage of e-discovery, a growth market, from the people that run the TechnoForensics annual tradeshow.

	

	This book provides IT security professionals with the information (hardware, software, and procedural requirements) needed to create, manage and sustain a digital forensics lab and investigative team that can...


		

Ninja Hacking: Unconventional Penetration Testing Tactics and TechniquesSyngress Publishing, 2010

	Ever thought of using the time-tested tactics and techniques of the ancient ninja to understand the mind of today's ninja, the hacker? As a penetration tester or security consultant you no doubt perform tests both externally and internally for your clients that include both physical and technical tests. Throw traditional pen...


		

Mission Critical Windows 2000 Server AdministrationSyngress Publishing, 2000
To put it in terms understandable to the many former English majors who now manage Windows networks: if Everyman were a system administrator, he'd run Windows 2000 Server. It supports pretty much any business requirement, yet it's user-friendly enough that anyone can learn to be an administrator with a bit of study. Mission Critical! Windows...





		

OS X for Hackers at Heart: The Apple of Every Hacker's EyeSyngress Publishing, 2005
The sexy, elegant design of the Apple PowerBook combined with the Unix-like OS X operating system based on FreeBSD, have once again made OS X the Apple of every hackers eye. In this unique and engaging book covering the brand new OS X 10.4 Tiger, the worlds foremost true hackers unleash the power of OS X for everything form cutting edge research...

		

The Basics of Information Security: Understanding the Fundamentals of InfoSec in Theory and PracticeSyngress Publishing, 2011

	Boring, boring, boring. Isn’t this what immediately comes to mind when one
	sees books on foundational concepts of information security? Monotonous
	coverage of theory, dry details of history, brief yet inadequate coverage of every
	topic known to man, even though you know that you’ll never be hired by the
	NSA as a...


		

Configuring Windows 2000 Without Active DirectorySyngress Publishing, 2001
In Configuring Windows 2000 Without Active Directory, Carol Bailey makes a persuasive argument that her title procedure isn't the logical equivalent of making a banana split without fruit. Declining to use the primary new feature of Windows 2000 removes a thick layer of complexity from Windows 2000, she writes, and makes it much easier to...





		

Deploying Windows 2000 with Support ToolsSyngress Publishing, 2000
Visually, Windows 2000 is similar to previous versions of Windows. Its extensive new functionality, the overriding goal of which is to reduce an organization's "total cost of ownership," however, makes the system administrator's life easier. This translates to quicker software installation, more efficient management, and easier...

		

The Best Damn Windows Server 2008 Book Period, Second EditionSyngress Publishing, 2008
In depth coverage for Windows Server 2008 SysAdmins of this new operating system's most challenging features, with bonus coverage of IIS, Exchange, and SQL.     

       The Second Edition of the Best Damn Windows Server Book Period is completely revised and updated to Windows Server 2008.

This book will show you how to...

		

Botnets: The Killer Web AppSyngress Publishing, 2007
This is the first book to explain the newest internet threat - Botnets, zombie armies, bot herders, what is being done, and what you can do to protect your enterprise!    

       The book begins with real world cases of botnet attacks to underscore the need for action. Next the book will explain botnet fundamentals using real world...





		

Aggressive Network Self-DefenseSyngress Publishing, 2005
I'm Mad As Hell, and I'm Not Gonna Take it Anymore!
	 Analyze the technical, legal, and financial ramifications of revolutionary and controversial network strike-back and active defense techniques.
	Follow the travails of eight system administrators who take cyber law into their own hands.

...

		

Eleventh Hour CISSP: Study Guide (Syngress Eleventh Hour)Syngress Publishing, 2010

	Our job as information security professionals is to evaluate risks against our critical assets and deploy safeguards to mitigate them. We work in various roles as firewall engineers, penetration testers, auditors, management, and the like. The common thread is risk: It is part of our job description.


	The Information Security...


		

Stealing the Network: How to Own an IdentitySyngress Publishing, 2005
The first two books in this series Stealing the Network: How to Own the Box and Stealing the Network: How to Own a Continent have become classics in the Hacker and Infosec communities because of their chillingly realistic depictions of criminal hacking techniques. 

In this third installment, the all-star cast of authors tackle one of the...
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