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Implementing Database Security and Auditing: Includes Examples for Oracle, SQL Server, DB2 UDB, SybaseDigital Press, 2005
"Today, databases house our 'information crown jewels', but database security is one of the weakest areas of most information security programs. With this excellent book, Ben-Natan empowers you to close this database security gap and raise your database security bar!"   Bruce W. Moulton.  CISO/VP, Fidelity Investments (1995 - 2001)...
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The Web Application Hacker's Handbook: Finding and Exploiting Security FlawsJohn Wiley & Sons, 2011

	This book is a practical guide to discovering and exploiting security flaws in web applications. By “web applications” we mean those that are accessed using a web browser to communicate with a web server. We examine a wide variety of different technologies, such as databases, file systems, and web services, but only in the context...
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Getting Started with HTML5 WebSocket ProgrammingPackt Publishing, 2013

	
		Develop and deploy your first secure and scalable real-time web application

	
		Overview

		
			Start real-time communication in your web applications
	
			Create a feature-rich WebSocket chat application
	
			Learn the step-by-step configuration of the server and clients

...
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Shellcoder's Programming UncoveredA-LIST Publishing, 2005
Some software isn't effective because it proves unable to prevent the propagation of worms, but this guide examines where security holes come from, how to discover them, how to protect systems, and how to do away with security holes altogether.

How hackers, viruses, and worms attack computers from the Internet and exploit security holes...
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Linux Mint EssentialsPackt Publishing, 2014

	A practical guide to Linux Mint for the novice to the professional


	About This Book

	
		Learn to use Linux Mint like a pro, starting with the installation and going all the way through maintaining your system
	
		Covers everything you need to know in order to be productive, including browsing the...
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Security in Computing, Third EditionPrentice Hall, 2002
Security in Computing, Third  Edition systematically demonstrates how to control failures of  confidentiality, integrity, and availability in applications, databases,  operating systems, and networks alike. 

This sweeping revision of the field's classic guide to computer...
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Phishing ExposedSyngress Publishing, 2005
Phishing Exposed provides an in-depth, high-tech view from both sides of the phishing playing field. In this unprecedented book, world-renowned phishing expert Lance James exposes the technical and financial techniques used by international clandestine phishing gangs to steal billions of dollars every year. The book is filled with...
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Wicked Cool PHP: Real-World Scripts That Solve Difficult ProblemsNo Starch Press, 2008
PHP is an easy-to-use scripting language perfect for quickly creating the Web features you need. Once you know the basics of how the language works, wouldn't it be great to have a collection of useful scripts that solve those tricky problems and add interesting functionality to your site? We thought so, too.
  Instead of starting at "Hello...
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Information Warfare: How to Survive Cyber AttacksMcGraw-Hill, 2001
"Computers don't attack computers, people do. With Erbschloe's capability taxonomy, we see that there are plenty of new adversaries out there with increasingly powerful cyberweapons and intentions. But most importantly, the greatest threat still comes from "trusted" insiders we so desperately need to, but perhaps shouldn't, trust...
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Practical Linux Security CookbookPackt Publishing, 2016

	Key Features

	
		This book provides code-intensive discussions with detailed recipes that help you understand better and learn faster.
	
		More than 50 hands-on recipes to create and administer a secure Linux system locally as well as on a network
	
		Enhance file system security and local and remote...
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Privacy Protection and Computer Forensics, Second EditionArtech House Publishers, 2004
This book deals with security from hostile computer forensics (mostly on
one’s computer, but also on one’s digital camera, fax machine, and related
computer-like electronics), as distinct from network forensics, which in this
context is snooping into users’ online activities. Computer forensics deals
with...
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Hacking: The Art of Exploitation, 2nd EditionNo Starch Press, 2008
Hacking is the art of creative problem solving, whether that means finding an unconventional solution to a difficult problem or exploiting holes in sloppy programming. Many people call themselves hackers, but few have the strong technical foundation needed to really push the envelope.
  Rather than merely showing how to run existing exploits,...
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