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Corporate Resiliency: Managing the Growing Risk of Fraud and CorruptionJohn Wiley & Sons, 2009
Corporate Resiliency: Managing the Growing Risk of Fraud and Corruption is written for members of boards of directors and audit committees, senior executives, those who advise or report to them, and those responsible for managing fraud and corruption risks. It describes in plain English terms a proactive fraud and corruption risk...

		

Web Penetration Testing with Kali LinuxPackt Publishing, 2013

	A practical guide to implementing penetration testing strategies on websites, web applications, and standard web protocols with Kali Linux


	Overview

	
		Learn key reconnaissance concepts needed as a penetration tester
	
		Attack and exploit key features, authentication, and sessions on web...



		

Defensive Security Handbook: Best Practices for Securing InfrastructureO'Reilly, 2017

	
		Despite the increase of high-profile hacks, record-breaking data leaks, and ransomware attacks, many organizations don’t have the budget to establish or outsource an information security (InfoSec) program, forcing them to learn on the job. For companies obliged to improvise, this pragmatic guide provides a security-101 handbook...







		

The Information Security Dictionary: Defining the Terms that Define Security for E-Business, Internet, Information and Wireless TechnologySpringer, 2004
If this book is to succeed and help readers, its cardinal virtue must be to provide
a simple reference text. It should be an essential addition to an information
security library. As such it should also serve the purpose of being a quick
refresher for terms the reader has not seen since the days when one attended a
computing...

		

Professional Penetration Testing: Creating and Operating a Formal Hacking LabSyngress Publishing, 2009
Save yourself some money! This complete classroom-in-a-book on penetration testing provides material that can cost upwards of $1,000 for a fraction of the price!

Thomas Wilhelm has delivered pen testing training to countless security professionals and now through the pages of this book you can benefit from his years of experience as a...


		

iOS Hacker's HandbookJohn Wiley & Sons, 2012

	Discover all the security risks and exploits that can threaten iOS-based mobile devices


	iOS is Apple's mobile operating system for the iPhone and iPad. With the introduction of iOS5, many security issues have come to light. This book explains and discusses them all. The award-winning author team, experts in Mac and iOS...






		

Cybersecurity – Attack and Defense Strategies: Infrastructure security with Red Team and Blue Team tacticsPackt Publishing, 2018

	
		Enhance your organization's secure posture by improving your attack and defense strategies

	
		Key Features

		
			Gain a clear understanding of the attack methods, and patterns to recognize abnormal behavior within your organization with Blue Team tactics.
	
			Learn to unique...




		

Zero Day Exploit: Countdown to Darkness (Cyber-Fiction S.)Syngress Publishing, 2004
There exists a 0-day vulnerability in a particular line of SCADA Master products that are widely used in petrochemical facilities. Furthermore, since the telemetry between the Master and the RTUs (the units located at valves, gauges, etc.) is particularly fragile under attack, the attackers are able to take a two-tiered approach to the damage they...

		

The Mobile Application Hacker's HandbookJohn Wiley & Sons, 2015

	See your app through a hacker's eyes to find the real sources of vulnerability


	The Mobile Application Hacker's Handbook is a comprehensive guide to securing all mobile applications by approaching the issue from a hacker's point of view. Heavily practical, this book provides expert guidance toward...






		

Kali Linux Web Penetration Testing Cookbook: Identify, exploit, and prevent web application vulnerabilities with Kali Linux 2018.x, 2nd EditionPackt Publishing, 2018

	
		Discover the most common web vulnerabilities and prevent them from becoming a threat to your site's security

	
		Key Features

		
			Familiarize yourself with the most common web vulnerabilities
	
			Conduct a preliminary assessment of attack surfaces and run exploits in your lab
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An Introduction to Cyber Modeling and Simulation (Wiley Series in Modeling and Simulation)John Wiley & Sons, 2018

	
		Introduces readers to the field of cyber modeling and simulation and examines current developments in the US and internationally

	
		This book provides an overview of cyber modeling and simulation (M&S) developments. Using scenarios, courses of action (COAs), and current M&S and simulation environments,...



		

Who's Pulling Your Strings?: How to Break the Cycle of Manipulation and Regain Control of Your LifeMcGraw-Hill, 2003
Many people suffer from relationships that leave them feeling manipulated and out of control. Whether it's within the context of a personal relationship, a family member, a friend, or someone at the workplace, these "toxic" relationships can erode a person's self-confidence and self-esteem, and have a strong, negative effect on their...
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